# DESCRIPTION

This Agent Procedure gathers various information on Active Directory such as

Forest Information

- Forest Root Domain

- Forest Functional Level

- Domains in the forest

- AD Recycle BIN status

- FSMO Roles

- Domain Naming Master

- Schema Master

Domain Information

- NETBIOS name

- Domain Functional Level

- FSMO Roles

- PDC Emulator

- RID Master

- Infrastructure Master

- Number of

- Users

- Groups

- Computers

Active Directory Schema Information

- AD Schema Version

- Exchange Schema Version

- Lync Schema Version

Trust Information

- Trusted Domain

- Trusted DC Name

- Trusts Status

- Trusts Is OK

- Trusts Type

- Trusts Direction

- Trusts Attributes

Domain Controller Information

- Domain

- Computer Name

- Global Catalog

- Read Only

- Operating System

- Operating System Version

- Site

- IPv4 Address

- IPv6 Address

Domain Controller Hardware Information

- Name

- Manufacturer

- Model

- RAM

- CPU

- DeviceID

- Caption

- MaxClockSpeed

- Drives

- Drive

- Size

- Free

AD Database Information

- Database Path

- Database Size

- Sysvol Path

- Sysvol Folder Size

Domain Controller Software Information

- Operating System

- Operating System Version

- Hot Fixes

- Roles And Features

- Software

DNS Information

- Primary Zones

- NS Records

- MX Records

- Forwards

- Scavenging Enabled

- Aging Enabled

Site Information

- Site Names

- Intersite Links

- Name

- Site Included

- Site Cost

- Site Replication Frequency

Replication Information

- Replication Partners

- Last Replication

- First Failure

- Failure Count

- Failure Type

GPO Information

- Domain Name

- GPO Display Name

- Creation Time

- Modification Time

- Linked To (OU)

OU Structure Information

- OU Distinguished Name

- OU Description

User Information

- Enterprise Admin Group Members

- Domain Admin Group Members

- Schema Admin Group Members

- Group Policy Creator Owners

- Accounts with Passwords Never Expires

- Accounts with No Passwords

- Accounts with Kerberos Not Required

Exchange Information

- Organization Management Group Members

- Exchange Server

The collected information is saved as an HTML file named *{AgentID}***-ADInformation.html** on the VSA server in Kaseya folder in UserProfiles\UserProfilesInfo.

# Install instructions

1. Extract the files from the attached zip file.

2. Upload the Power Shell file to the Shared Files directory of the Managed Files folder: <https://helpdesk.kaseya.com/hc/en-gb/articles/360017878358>.

3. Import the XML into the agent procedure module: <https://helpdesk.kaseya.com/hc/en-gb/articles/229012068>.

4. Execute the procedure on a target machine.